THE INSTIGATING, IMPELLING, AND INHIBITING FORCES IN CYBERBULLYING PERPETRATION ACROSS GENDER

Randy Y.M. Wong, Department of Finance and Decision Sciences, Hong Kong Baptist University, 10467203@life.hkbu.edu.hk

Christy M. K. Cheung, Department of Finance and Decision Sciences, Hong Kong Baptist University, ccheung@hkbu.edu.hk

Bo Sophia Xiao, Shidler College of Business, University of Hawai‘i at Mānoa, boxiao@hawaii.edu

Tommy K. H. Chan, Department of Finance and Decision Sciences, Hong Kong Baptist University, khchan@life.hkbu.edu.hk

Abstract

Internet provides youths with a new breeding ground for misbehavior. Cyberbullying is one of the most prevalent online misbehavior that has recently received public attention due to its potentially devastating consequences. Drawing on I3 theory, we develop a research model to investigate the driving and mitigating forces of cyberbullying perpetration. We further examine the moderating role of gender on the effect of forces on cyberbullying perpetration. An online survey of 211 university students was conducted to empirically validate the research model. Results show that both cyberbullying victimization and perceived online disinhibition can increase individual’s tendency to perpetrate cyberbullying, whereas subjective norm as the inhibiting force represses the propensity to cyberbully others. Furthermore, the power of the factors influencing cyberbullying perpetration is different between male and female students. The effects of instigating and inhibiting forces are stronger for female students than for male students, while the effect of impelling force is stronger for male students than for female students. We expect that this study will not only provide a theoretical explanation of cyberbullying perpetration but also offer valuable insights to related parties in their effort to tackle cyberbullying perpetration among university students.
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INTRODUCTION

Individuals, especially youths and young adults, live with the Internet and have shifted their mode of communication from face-to-face to online (Nixon 2014). One unfortunate development with the use of information communication technologies (ICT) in online communication is the emergence of cyberbullying behaviors. Cyberbullying is an aggressive act that is performed through ICT to inflict harm or discomfort on others (Kowalski et al. 2014). A worldwide cyberbullying survey conducted by Microsoft Corporation (Microsoft Corporation 2013) has highlighted the magnitude of cyberbullying and called attention to the devastating situation of cyberbullying in Asia. The study showed that, among the twenty-five countries surveyed, the prevalence of cyberbullying was particularly high in Asia. For example, 70% of respondents in China has experienced cyberbullying. Furthermore, 54% of youths felt worried about cyberbullying, especially among senior students who had better knowledge about cyberbullying incidents.

The prevalence and adverse consequences of cyberbullying have also captured researchers’ attention in many parts of the world (Görzig & Olafsson 2013; Menesini et al. 2012; Navarro & Jasinski 2012; Smith et al. 2008). Kowalski et al. (2014) reviewed the previous studies and found that the prevalent rate of cyberbullying victimization (ranged from 10-40%) and cyberbullying perpetration (ranged from 3-36%) were considerably high in general. Other studies have documented the significant psychological and social impacts for both victims and perpetrators resulted from cyberbullying (Moore et al. 2012). Victims of cyberbullying are often found to suffer from psychological problems, such as anxiety, depression, emotional problems, and low self-esteem (Schultze-Krumbholz et al. 2012), and psychosocial problems, such as poor social relationships, delinquency and suicide. On the other hand, perpetrators of cyberbullying are frequently associated with various internalizing problems, such as suicidal ideation and negative emotions (Patchin & Hinduja 2011), as well as externalizing problems, such as poor social relationship, illegal behaviors, and delinquent behaviors (Ybarra & Mitchell 2004a). Instead of simply causing a temporarily negative feeling, cyberbullying can have a profound devastating impact on individuals’ daily and social lives, and thus is an issue we cannot afford to overlook.

The limited number of studies on cyberbullying perpetration are exploratory in nature, characterized by a focus on investigating demographic, perceptual, and motivational factors associated with online aggressive behavior (Hinduja & Patchin 2008) as well as a lack of theoretical guidance. In addition, cyberbullying research has thus far received scant attention from IS researchers, and thus is still in its infancy in the field. As a form of bullying enabled by ICT, cyberbullying and its impact are IS-related problems worthy of serious scholarly investigation in the IS academic community. As much of the scholarly attention on cyberbullying has been directed to adolescents (Delue et al. 2008; Dredge et al. 2014; Heirman & Walrave 2012), this study has as its first objective to advance the theoretical understanding of cyberbullying perpetration among university students in the IS literature. Particularly, we draw on PI theory to explain the development of cyberbullying perpetration.

Studies on traditional bullying have consistently shown that males are more likely than females to be involved in bullying behavior, and that the aggression by males is more often of a direct nature (Olweus & Limber 2010). However, unlike traditional bullying, cyberbullying does not involve physical contact between the bully and the victim, and is often viewed as a special form of relational or indirect aggression. To date, research has shown mixed results regarding gender-related effects in cyberbullying (Heiman & Olenik-Shemesh 2013; Hinduja & Patchin 2008). Furthermore, most studies only focused on gender differences in the prevalence of cyberbullying (Beckman et al. 2013; Li 2007); there is a lack of theoretical insight into gender differences with respect to the underlying motives of cyberbullying. Thus, the second objective of this study is to explore gender differences in cyberbullying perpetration among university students.

To address the research gaps discussed above, this study aims to answer the following research questions.

1. What are the factors driving university students to engage in cyberbullying perpetration?
2. How does gender difference influence the development of cyberbullying perpetration?
We expect that the results of the study will advance the theoretical understanding of cyberbullying perpetration, and will help policy makers, educators, and parents identify risk factors associated with cyberbullying perpetration. The remainder of paper is organized as follows. In the next section, we introduce the theoretical foundation of this study and present the research model and related hypotheses. Then, we discuss the research methodology and present the results of data analysis. Finally, we conclude with discussion and implications for both research and practice.

2 THEORETICAL FOUNDATION AND HYPOTHESES DEVELOPMENT

In this study, we attempt to explain the development of cyberbullying perpetration based on $I^3$ theory. $I^3$ theory (pronounced as I-cubed theory), a relatively new meta-theory developed by Finkel and colleagues (Finkel 2014; Slotter & Finkel 2011), provides a comprehensive framework for categorizing risk factors promoting, aggravating, or mitigating aggressive behaviors. There are three major forces associated with aggressive behavior:

- **Instigating Force**: The situational events or circumstances that may normatively incite or arouse individuals toward aggression
- **Impelling Force**: The dispositional or situational factors that increase individuals’ likelihood to act aggressively
- **Inhibiting Force**: The dispositional or situational factors that increase individuals’ likelihood to override their urge to aggress, which in turn attenuates their aggressive acts

Cyberbullying perpetration represents an aggressive act carried out through electronic means (Smith et al. 2008). Since research on cyberbullying attempts to identify the risk factors leading to its victimization and perpetration, $I^3$ theory is a well-suited research framework for studying this phenomenon. Through the theoretical lens of $I^3$ Theory, we attempt to understand the factors instigating, impelling and inhibiting cyberbullying perpetration. More specifically, based on a comprehensive review of prior research on traditional bullying and cyberbullying, we identify cyberbullying victimization and perceived online disinhibition as instigating and impelling forces of cyberbullying perpetration respectively. We also propose subjective norm as an inhibiting force that suppresses cyberbullying perpetration.

The $I^3$ Theory also emphasizes the analysis of male and female discrepancies in aggressive acts with regard to instigating triggers, impelling forces, and/or inhibiting forces (Finkel & Slotter 2009). As noted by Patchin and Hinduja (2010), findings in gender differences on cyberbullying have been largely inconsistent. Thus, in this study, we aim to explore the moderating role of gender in the proposed research model. Figure 1 depicts the proposed research model.
2.1 The Instigating Force: Cyberbullying Victimization

Theory suggests individuals can be instigated or aroused towards aggression as a response to aversive events (Finkel 2014). Prior research also found that people tend to unfold their aggression instinct and perform aggressive acts when they are being provoked, rejected or insulted (Buss & Shackelford 1997). This study adopts cyberbullying victimization (i.e., an individual’s prior experience being a victim of cyberbullying) as the trigger that instigates the individual to perpetrate cyberbullying behavior. The relationship between cyberbullying victimization and cyberbullying behavior has been empirically supported in previous studies (Li 2007; Walrave & Heirman 2011). Researchers tend to believe that aggressive behaviors can be learnt through observational learning and enactive learning (Bandura 1978). Victims of cyberbullying may observe perpetrators’ behaviors and reproduce the same actions, and thus continuing the cycle of violence (Anderson et al. 2008). Thus, we hypothesize that individuals who are victims of cyberbullying are more likely to engage in cyberbullying behavior.

H1: Cyberbullying victimization will positively influence the likelihood of cyberbullying perpetration

2.2 The Impelling Force: Perceived Online Disinhibition

Cyberbullying is a bullying via electronic communication tools (Li 2008). The major impetus of cyberbullying perpetration is the unique characteristics of online environment. Many risk factors found in prior studies on cyberbullying perpetration (Sticca et al. 2013) are derived from the online disinhibition effect (Suler 2004). “People behave online in ways that appear quite uninhibited as compared with their usual offline behavior” (Suler 2004). Much of the aggressive behavior witnessed in cyberspace, including violence, flaming, verbal attacks, and incitement, can be attributed to online disinhibition. Some researchers have also argued that online disinhibition is closely related to cyberbullying and could induce deviant behavior online (Barlett & Gentile 2012; Kowalski et al. 2008). Thus, we believe that perceived online disinhibition is a strong impelling factor for cyberbullying behavior.

H2: Perceived online disinhibition will positively influence the likelihood of cyberbullying perpetration

2.3 The Inhibiting Force: Subjective Norm

Inhibition is a behavioral restraint for individuals to override their urge to aggress, which in turn attenuates their aggressive acts (Finkel 2014). A potential mitigating force on cyberbullying perpetration
is subjective norm, which refers to the influence of expectations from significant others (Fishbein & Ajzen 1975). Bagozzi (2007) argued that “much of human behavior is not best characterized by an individual acting in isolation (p. 247)”. In other words, individuals are easily affected by others, especially those they consider important. Prior cyberbullying studies have found that friends, parents, school teachers, and peers are the important parties to the youths, whose negative attitudes towards bullying (i.e., their disapproval of cyberbullying) significantly reduce young adults’ involvement in cyberbullying (Hinduja & Patchin 2013). Therefore, people may be less likely to engage in cyberbullying behavior if influential parties strongly discourage them from participating in online aggressive behavior. We thus believe that subjective norm is a strong inhibiting factor for cyberbullying behavior.

H3: Subjective norm will negatively influence the likelihood of cyberbullying perpetration

2.4 The Moderating Effect: Gender Differences

Prior studies have explored the role gender plays in the experience with and perceptions of cyberbullying (Erdur-Baker & Erdur-Baker 2010; Gradinger et al. 2010; Tokunaga 2010). For instance, Erdur-Baker and Erdur-Baker (2010) found that males were more likely to engage in cyberbullying compared to females. Görzig and Ólafsson (2013), however, showed that females were more active in cyberbullying behaviors. There are also studies that revealed no difference between males and females in cyberbullying behavior (e.g., Hinduja & Patchin 2008; Perren et al. 2010). It is apparent that findings regarding gender differences in cyberbullying context are mixed in prior research, suggesting the need for further investigation. In this study, we explore the role of gender in moderating the effects instigating, impelling and inhibiting factors on cyberbullying perpetration.

Prior research reveals that males and females react differently to cyberbullying victimization. Berne et al. (2013) found that the responses of female victims were more introverted than male victims. Mahalik et al. (Mahalik et al. 2005a; Mahalik et al. 2005b) noted that females were more mindful of their feminine norm and image. They tended to conceal their negative feelings, and were more reluctant to get even with cyberbullies (Wong et al. 2014). Previous studies also found that female victims reported more internalizing symptoms (including depression, anxiety, withdrawal, committing suicide, eating disorders), whereas male victims reported more externalizing symptoms (including violence, retaliation, aggression and oppositional disorders) (Leadbeater et al. 1999). Biological theory also suggests that gender differences in response to victimization stem from hormonal variations, with males having higher level of testosterone and thus more likely to be involved in crime or violence when incited (Peterson & Harmon-Jones 2012). These results are consistent with Wong et al. (2014) findings that males were more likely to bully others online than females when they experienced cyberbullying victimization. Thus, we expect that, compared to males, females with prior cyberbullying victimization experience are more likely to take advantage of the disinhibited nature of the Internet and engage in cyberbullying perpetration.

H4a: The impact of cyberbullying victimization on cyberbullying perpetration is stronger for males than for females

Internet provides a platform on which individuals can act anonymously, and express their inner feelings without fear of public awareness (Christopherson 2007). According to the Reduced Social Cues (RSC) model, when individuals (particularly those who lack self-confidence or physical strength) perceive that their online communication is unidentifiable, they are likely to exhibit disinhibited or deregulated behaviors online, especially. Prior research shows that, while often submissive in face-to-face settings, females became less constrained in the online communication (Herring 2003; Ybarra & Mitchell 2004b). The absence of face-to-face contact and the anonymous nature of cyberspace may motivate females to perpetrate cyberbullying, the online counterpart of traditional bullying (Simmons 2002). Indeed, Görzig and Ólafsson (2013) found females were more active in cyberbullying behaviors. Thus, we expect that,
compared to males, females with high perceived online disinhibition are more likely to take advantage of the disinhibited nature of the Internet and engage in cyberbullying perpetration.

**H4b: The impact of perceived online disinhibition on cyberbullying perpetration is stronger for females than for males**

Males and females process social cues differently. Females are more responsive to the significant others’ feedback or evaluations, while males are more self-oriented and defensive of their own actions (Roberts 1991). Research shows that it is in the feminine nature (i.e., tolerance and sensitivity) to treasure relationships with others (Maccoby 1998) and value the social harmony of their communities. Compared with males, females are more likely to perform behaviors approved by significant others in their social group (Venkatesh & Morris 2000), even when those behaviors are against their personal rules or principles (Karson 1989). Prior cyberbullying studies have found that social pressure from others’ persuasion/behavior had significant impact on females’ decision to join in cyberbullying perpetration (Festl & Quandt 2013; Heirman & Walrave 2012). Thus, we expect that, compared to males, females perceiving high subjective norm of cyberbullying approval (disapproval) are more (less) likely to cyberbullying others online.

**H4c: The impact of subjective norm on cyberbullying perpetration is stronger for females than for males**

### 3 RESEARCH METHODOLOGY

#### 3.1 Data Collection

We tested the proposed research model with university students in Hong Kong. We believe that university students are appropriate respondents in this study as they have a high prevalence of cyberbullying perpetration (Hinduja & Patchin 2010), and at a high risk of exposure to cyberbullying (Huang & Chou 2010). The participants were recruited through recruitment posters on university campus. They were informed that their participation was voluntary and anonymous, and could refuse or discontinue the study at any time. An online questionnaire was used to collect data from university students. In order to minimize the response bias and negative impact aroused by the questionnaire, we followed the general principles (i.e., autonomy, beneficence, justices, privacy, and confidentiality) for ethical research practices on human subjects in our data collection procedures (Mishna et al. 2012).

#### 3.2 Measures

Appendix A presents the measures of this study. The measures of *perceived online disinhibition* and *subjective norm* were adapted from prior literature (i.e., Ledbetter (2009) and Venkatesh et al. (2003)) with minor modification to fit the context of cyberbullying. Measures for *cyberbullying perpetration* and *cyberbullying victimization* were developed through a synthesis of extant literature. The newly developed measures were subjected to the validation procedures described in the literature (Moore & Benbasat 1991). We modeled *perceived online disinhibition* and *subjective norm* as reflective constructs (where the indicators are caused by the constructs) as in prior literature, while we operationalized *cyberbullying victimization* and *cyberbullying perpetration* as formative constructs (where the indicators cause the constructs) (Jarvis et al. 2012).

#### 3.3 Sample Profile

A total of 211 usable questionnaires were collected. A majority of the participants are between 18 and 25 years old (95.3%), and 120 (56.9%) of them are females. Most participants are heavy computer and Internet users, who are using computer (86.7%) and online (80.6%) for more than three hours a day.
4 DATA ANALYSIS AND RESULTS

We adopted the Partial Least Squares (PLS, as implemented in SmartPLS 2.0.M3) to assess both the measurement model and the structural model of the proposed research model (Hair et al. 2014).

4.1 Assessment of Measurement Model

Assessments of the measurement model of formative and reflective constructs follow different approaches and guidelines (Cenfetelli & Bassellier 2009). To assess the formative constructs, we followed an established procedure (Petter et al. 2007). First, the reliability of formative constructs was assessed by computing the Variance Inflation Factor (VIF) of each indicator. The results showed that all the VIFs range from 1.09 to 1.29 for cyberbullying victimization and 1.13 to 1.29 for cyberbullying perpetration, both are found below the threshold value, 3.33, and thus indicating the absence of multicollinearity (Diamantopoulos & Siguaw 2006). Second, the construct validity of formative constructs was assessed by examining the weights (representing the relative contribution) and the loadings (representing the absolute contribution) of the formative items (Cenfetelli & Bassellier 2009). We found that the weights of most paths towards cyberbullying victimization are significant (see Table 1). Though some indicators (i.e., CV4, CV5, CB5) have a relatively small contribution to the constructs, their absolute contributions (i.e., zero-order bivariate loadings) are fairly strong (i.e., >0.50). In addition, these items are associated with five major types of cyberbullying with strong theoretical foundation, thus, these indicators are retained in the model.

<table>
<thead>
<tr>
<th>Formative Construct</th>
<th>Formative Indicators</th>
<th>Outer Weights (Outer Loadings)</th>
<th>t-value</th>
<th>Sig. level</th>
<th>p-value</th>
<th>Confidence Interval</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cyberbullying Perpetration</td>
<td>CB1 0.34 (0.70)</td>
<td>2.83 *** 0.00 0.14, 0.53</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CB2 0.38 (0.67)</td>
<td>1.81 * 0.07 0.03, 0.72</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CB3 0.35 (0.61)</td>
<td>3.95 *** 0.00 0.20, 0.49</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CB4 0.38 (0.59)</td>
<td>2.72 *** 0.00 0.15, 0.61</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CB5 0.10 (0.57)</td>
<td>0.96 n.s. 0.34 -0.07, 0.28</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Cyberbullying Victimization</td>
<td>CV1 0.25 (0.63)</td>
<td>2.50 ** 0.01 0.09, 0.42</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CV2 0.48 (0.66)</td>
<td>2.23 ** 0.03 0.13, 0.84</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CV3 0.48 (0.61)</td>
<td>4.33 *** 0.00 0.30, 0.67</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CV4 0.17 (0.72)</td>
<td>1.03 n.s. 0.30 -0.10, 0.45</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>CV5 0.14 (0.50)</td>
<td>1.16 n.s. 0.25 -0.06, 0.33</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

*Note: ***p <0.01, **p <0.05, *p <0.10, n.s. = not significant

Table 1. Outer Weights Significance Testing Results

To assess reliability and validity of reflective construct, we followed the established approaches in PLS (Gefen & Straub 2005). The reliability was assessed using composite reliability. The composite reliability of the reflective constructs are 0.88 and 0.90 (> 0.7 benchmark), indicating that a good internal consistency of the measures (see Table 2). Convergent validity was assessed by examining the item loadings of the constructs, and the square root of average variance extracted (AVE) for the reflective construct. Loadings of all reflective items are greater than the recommended 0.5 cutoff (Carmines & Zeller 1979), and the items are loaded well on their respective constructs (see Table 3). The square root of AVE for the reflective constructs is greater than the recommended level 0.5 (see Table 2) (Fornell & Larcker 1981). Discriminant validity was assessed by the two criteria suggested by Barclay et al. (1995).
The square root of AVE of each reflective construct is greater than the correlations of the construct with other constructs, and no item is loaded higher on a construct than on the one it intends to measure (see Table 2). The results showed that our reflective construct demonstrates good convergent and discriminant validity. In short, all reflective and formative constructs fulfill the requirements of the established guidelines.

<table>
<thead>
<tr>
<th></th>
<th>Composite Reliability</th>
<th>Cronbach alpha</th>
<th>AVE</th>
<th>POD</th>
<th>SN</th>
</tr>
</thead>
<tbody>
<tr>
<td>Perceived Online Disinhibition (POD)</td>
<td>0.88</td>
<td>0.84</td>
<td>0.51</td>
<td>0.72</td>
<td></td>
</tr>
<tr>
<td>Subjective Norm (SN)</td>
<td>0.90</td>
<td>0.84</td>
<td>0.76</td>
<td>-0.25</td>
<td>0.87</td>
</tr>
</tbody>
</table>

*Note: Bolded diagonal elements are the square root of AVE for each construct. Off-diagonal elements are the correlations between constructs*

<table>
<thead>
<tr>
<th></th>
<th>POD</th>
<th>SN</th>
</tr>
</thead>
<tbody>
<tr>
<td>POD1</td>
<td>0.61</td>
<td>-0.24</td>
</tr>
<tr>
<td>POD2</td>
<td>0.79</td>
<td>-0.13</td>
</tr>
<tr>
<td>POD3</td>
<td>0.74</td>
<td>-0.12</td>
</tr>
<tr>
<td>POD4</td>
<td>0.78</td>
<td>-0.17</td>
</tr>
<tr>
<td>POD5</td>
<td>0.72</td>
<td>-0.14</td>
</tr>
<tr>
<td>POD6</td>
<td>0.80</td>
<td>-0.23</td>
</tr>
<tr>
<td>POD7</td>
<td>0.54</td>
<td>-0.22</td>
</tr>
<tr>
<td>SN1</td>
<td>-0.23</td>
<td>0.93</td>
</tr>
<tr>
<td>SN2</td>
<td>-0.22</td>
<td>0.92</td>
</tr>
<tr>
<td>SN3</td>
<td>-0.22</td>
<td>0.75</td>
</tr>
</tbody>
</table>

*Note: POD=Perceived Online Disinhibition; SN=Subjective Norm*

Table 2. *Correlation matrix and psychometric properties of key constructs*

4.2 Assessment of Structural Model

In testing the hypothesized effects of the research model, we first presented the results of the proposed research model. We then reported the gender effects on the relationships between instigating, impelling, and inhibiting factors, and cyberbullying perpetration. Figure 2 presents the results of the structural model.

The model accounts for 49% of the variance in cyberbullying perpetration. Both cyberbullying victimization ($\beta = 0.58; \rho < 0.01$) and perceived online disinhibition ($\beta = 0.14; \rho < 0.01$) exhibit significant effects on the likelihood of performing cyberbullying perpetration, providing support to H1 and H2, whereas subjective norm ($\beta = -0.17; \rho < 0.01$) exerts a significant inhibiting effect on cyberbullying perpetration, providing support to H3.
To examine the role of gender in cyberbullying perpetration, we conducted a subgroup analysis. First, we followed the guideline offered by Ahuja and Thatcher (2005) and split the sample into male subgroup (91 cases) and female subgroup (120 cases). We then conducted a multi-group PLS analysis (Chin et al. 2003) and followed Keil et al. (2000) procedure (See Appendix B) to test the moderating effect of gender in the research model. As shown in Table 4, there are significant differences between male and female students in cyberbullying perpetration. First, the variance explained ($R^2$) for cyberbullying perpetration is higher for male students (54%) than female students (47%). Second, the impacts of the three key factors on cyberbullying perpetration are different between male and female students. The instigating effect of cyberbullying victimization on cyberbullying perpetration is stronger for male students ($\beta = 0.61; \ p < 0.01$) than female students ($\beta = 0.56; \ p < 0.01$), while the impelling effect of perceived online disinhibition on cyberbullying perpetration is stronger for female students ($\beta = 0.20; \ p < 0.01$) than male students ($\beta = 0.09; \ p > 0.01$), and the inhibiting effect of subjective norm is stronger for female students ($\beta = -0.19; \ p < 0.05$) than male students ($\beta = -0.18; \ p < 0.05$) towards cyberbullying perpetration. The results provide support to H4a, H4b and H4c.

<table>
<thead>
<tr>
<th></th>
<th>Male (n = 91)</th>
<th></th>
<th>Female (n = 120)</th>
<th></th>
<th>Statistical comparison of paths</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>$R^2$ = 0.538</td>
<td>t-value</td>
<td>$R^2$ = 0.472</td>
<td>t-value</td>
<td>t-value</td>
</tr>
<tr>
<td>Cyberbullying Victimization</td>
<td>0.61</td>
<td>7.63***</td>
<td>0.56</td>
<td>7.77***</td>
<td>-16.98***</td>
</tr>
<tr>
<td>Perceived Online Disinhibition</td>
<td>0.09</td>
<td>1.29</td>
<td>0.20</td>
<td>3.32***</td>
<td>46.77***</td>
</tr>
<tr>
<td>Subjective Norm</td>
<td>-0.18</td>
<td>2.14**</td>
<td>-0.19</td>
<td>2.31**</td>
<td>-3.41***</td>
</tr>
</tbody>
</table>

Note 1: Dependent variable: Cyberbullying Perpetration

Note 2: ***p <0.01, **p <0.05, *p <0.10

Table 4. Model Summary - Statistical Comparison of Paths.
5 DISCUSSION AND CONCLUSION

5.1 General Discussion

This study aims to answer the two key research questions presented in the Introduction of the paper. First, we propose a theory-guided research model explaining the development of cyberbullying perpetration among university students. Drawing on the $I^3$ theory, we identify three key factors predicting cyberbullying perpetration: cyberbullying victimization (instigation), perceived online disinhibition (impellence), and subjective norm (inhibition). The research model is empirically tested with 211 university students, and the findings of the study reveal that all the three forces exhibit significant effects on cyberbullying perpetration, consistent with the predictions of $I^3$ theory and results from prior cyberbullying research (Barlett 2015; Hemphill & Heerde 2014; Pabian & Vandebosch 2014). Individuals who have experienced cyberbullying victimization and those who perceive high level of online disinhibition will be more likely to be instigated and impelled to perform cyberbullying perpetration. In contrast, if individuals believe that people who are important to them would disapprove of cyberbullying behavior, they will be less likely to engage in cyberbullying perpetration.

Second, we explore the moderating role of gender in cyberbullying perpetration. Consistent with the findings of previous research on the role of gender in bullying and violence (Beckman et al. 2013; Giordano et al. 2002), the result of our study shows that the power of the driving and the mitigating forces of cyberbullying perpetration is different for males and females. More specifically, males are more likely to be instigated by cyberbullying victimization, whereas females are more likely to be impelled and inhibited by perceived online disinhibition and subjective norm respectively, providing strong evidence that gender differences do exist in cyberbullying perpetration.

5.2 Implications for Research and Practice

This study contributes to the advancement of knowledge in the cyberbullying literature. First, extant research in cyberbullying suffers from a general lack of theoretical guidance. This study is one of the first attempts to examine cyberbullying perpetration in a rigorous, theory-driven manner. Second, $I^3$ theory has been widely used to explain aggressive behaviors. With all the hypotheses supported by data, this study validates the theory in the cyberbullying perpetration context. Finally, the findings of this study provide insights into the impact of gender differences on the occurrence of cyberbullying perpetration. Male and female students who are involved in cyberbullying perpetration are influenced to different extent by the three driving factors.

Besides the theoretical contributions, the results of this study also provide insights to practitioners, particularly school counselors, parents, and government agencies. First, school counselors and parents should take the first step to identify students who have experienced cyberbullying victimization. More attention should be paid to male victims, as they have higher tendency to cyberbullying others as a revenge. Second, peer pressure and perceived online disinhibition are important drivers associated with cyberbullying perpetration among students (particularly females). Educational campaigns that raise awareness among general public of Internet etiquette, acceptable online behavior, and cyberspace offenses should be introduced and reinforced through peer groups among university students. Further, to discourage potential offenders from taking advantage of the anonymous and invisible nature of the cyberspace, online service providers should require users to use real identity during online service registration. This may help reduce the online disinhibition effect.

5.3 Limitations and Future Research Directions

This study also has a number of limitations. First, to keep the model parsimonious, this study focuses on the impact of three most relevant factors (cyberbullying victimization, perceived online disinhibition, and subjective norm) on cyberbullying perpetration. Although the research model explains about 48% of the variance, which is considered as high in social sciences studies, future studies should continue to
enrich the research model by exploring other potential factors driving cyberbullying perpetration. Second, the sample of this study consists of only university students in Hong Kong. Care must be taken when extrapolating the findings to other samples. Third, because of the cross-sectional nature of the study, spurious cause-effect inferences may be present. A longitudinal design is needed in the future.

To conclude, cyberbullying is an emergent global societal issue. We believe that this study is timely and the proposed research model can serve as a foundation for future research on cyberbullying.
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<table>
<thead>
<tr>
<th>Appendix A</th>
<th>Survey Instrument</th>
</tr>
</thead>
<tbody>
<tr>
<td>Construct</td>
<td>Item Description</td>
</tr>
<tr>
<td>Subjective Norm (Venkatesh et al. 2003)</td>
<td>SN1 People who are important to me think that it is not acceptable to harass or act aggressively toward others on the Internet</td>
</tr>
<tr>
<td></td>
<td>SN2 People in my life whose opinions I value think that it is all right to harass or act aggressively toward others on the Internet (r)</td>
</tr>
<tr>
<td></td>
<td>SN3 People who influence my behavior think that it is bad to harass or act aggressively toward others on the Internet</td>
</tr>
<tr>
<td>Perceived Online Disinhibition (Ledbetter 2009)</td>
<td>POD1 I feel less nervous when sharing personal information online.</td>
</tr>
<tr>
<td></td>
<td>POD2 I feel like I can be more open when I am communicating online.</td>
</tr>
<tr>
<td></td>
<td>POD3 I feel like I can sometimes be more personal during Internet conversations.</td>
</tr>
<tr>
<td></td>
<td>POD4 When online, I feel more comfortable disclosing personal information to a member of the opposite sex.</td>
</tr>
<tr>
<td></td>
<td>POD5 I feel less shy when I am communicating online.</td>
</tr>
<tr>
<td></td>
<td>POD6 I feel less embarrassed sharing personal information with another person online.</td>
</tr>
<tr>
<td></td>
<td>POD7 It is easier to disclose personal information online.</td>
</tr>
<tr>
<td>Cyberbullying Victimization (Xiao &amp; Wong 2013)</td>
<td>CV1 In the last 12 months, how often have you received threatening, harassing, humiliating, insulting and teasing messages, images, or videos on the Internet?</td>
</tr>
<tr>
<td></td>
<td>CV2 did someone disseminate your private information/messages or posting your images/videos without your permission on the Internet?</td>
</tr>
<tr>
<td></td>
<td>CV3 did someone spread rumors or gossips about you to sabotage your reputation on the Internet?</td>
</tr>
<tr>
<td></td>
<td>CV4 did someone deliberately ignore or exclude you from an online activity?</td>
</tr>
<tr>
<td></td>
<td>CV5 did someone pretend to be you to send/post messages in your name?</td>
</tr>
<tr>
<td>Cyberbullying (Xiao &amp; Wong 2013)</td>
<td>CB1 In the last 12 months, how often have you sent threatening, harassing, humiliating, insulting and teasing messages, images, or videos to someone on the internet?</td>
</tr>
<tr>
<td></td>
<td>CB2 did you disseminate someone’s private information/messages or post someone’s images/videos without his/her permission on the Internet?</td>
</tr>
<tr>
<td></td>
<td>CB3 did you spread rumors or gossips about someone to sabotage his/her reputation on the Internet</td>
</tr>
<tr>
<td></td>
<td>CB4 did you deliberately ignore or exclude someone from an online activity</td>
</tr>
<tr>
<td></td>
<td>CB5 did you pretend to be someone else to send/post messages in his/her name?</td>
</tr>
</tbody>
</table>
Appendix B Procedure for the comparison of Path Coefficients

\[ t = \frac{(PC1 - PC2)}{[\text{Spooled} \times \sqrt{\frac{1}{N1} + \frac{1}{N2}}]} \]

Where \( t = t\)-value with \( N1 + N2 - 2 \) degrees of freedom

\[ \text{Spooled} = \sqrt{\left(\frac{(N1 - 1)}{(N1 + N2 - 2)}\right) \times \text{SE1 square} + \left(\frac{(N2 - 1)}{(N1 + N2 - 2)}\right) \times \text{SE2 square}} \]

\( Ni = \) sample size of dataset for culture \( i \)
\( SEi = \) standard error of path in structural model of culture \( i \)
\( PCi = \) path coefficient in structural model of culture \( i \)
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